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１．サイバーセキュリティを取り巻く情勢



サイバー攻撃の脅威の増大①

サイバー攻撃は巧妙化・高度化するとともに、その被害は増加傾向。
質・量両面でサイバー攻撃の脅威は増大。

公開サーバへの攻撃
ウェブサーバ・外向けサービスへの大量送信 等

エストニア・2007年

サイバー攻撃の巧妙化・高度化

ウェブサイト等の停止

IT系システムの侵害
情報システム内部への侵入・暗号化

（主に既知の脆弱性を悪用）
WannaCry・2017年

コロニアルパイプライン・2021年
大阪急性期・総合医療センター・2022年

システム障害
身代金要求

重要インフラ等への侵入・潜伏
最深部・制御系システムに至る高度な侵入・潜伏

（ゼロデイ脆弱性の活用、システム内寄生戦術など）
ウクライナ・2015年/2022年等

Volt Typhoon・2023年 インフラ機能停止

サイバー攻撃の増大

出典：国立研究開発法人情報通信研究機構「NICTER観測レポート2024（令和７年２月13日）」 を基に作成

サイバー攻撃関連通信数（※）

※NICTの観測用IPアドレス約29万に届いたパケットの数。

4【出典】 内閣官房国家サイバー統括室 第15回サイバーセキュリティ国際シンポジウム講演資料を基に国土交通省で作成



サイバー攻撃の脅威の拡大②
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委託先・サプライチェーンへの攻撃
・22年、取引先への攻撃により、大手
自動車メーカーの国内全工場が一時
操業停止
・22年、委託先の給食事業者を経由し
た攻撃により、病院が通常診療を一時
停止

国家背景とされるアクターによる攻撃
・23年、米国は「Volt Typhoon」が国内
重要インフラの機能不全を狙い、シス
テム内寄生攻撃等を実施と公表
・19年以降、「Mirror Face」が対日攻撃
キャンペーンを実行
・24年「TraderTrailor」が暗号資産窃取

攻撃の巧妙化・高度化、国家を背景とした攻撃キャンペーン等により、国
民生活・経済活動、さらには安全保障に被害が及ぶおそれが顕在化。

個人・中小企業、さらに委託先等あらゆる主体が攻撃の標的化。

→官民連携の強化、社会全体のサイバーセキュリティ向上が急務

【出典】 内閣官房国家サイバー統括室HP サイバーセキュリティ戦略本部 第1回会合資料を基に国土交通省で作成



日本企業に対するサイバー攻撃事例

アサヒグループホールディングス システム障害事案（2025年9月）

影響等
国内の受注・出荷システム、物流システム、コールセンター業務が停止。
国内約30工場で一時操業停止。ビール・飲料の出荷が大幅に遅延。

 2025 年 9 月 29 日、ランサムウェアによるサイバー攻撃を受け、国
内の業務システムが停止。

アスクル株式会社 システム障害事案（2025年10月）

影響等
法人向け通販「ASKUL」、個人向け「LOHACO」、物流子会社「ASKUL 

LOGIST」の業務停止。
顧客問い合わせ情報や仕入先情報の一部流出

 2025 年 10 月 19 日、ランサムウェアによるサイバー攻撃を受け、基
幹システムの一部が暗号化。

6【出典】各種報道等



国内交通インフラに対するサイバー攻撃事例

名古屋港コンテナターミナル システム障害事案（2023年7月）
 2023 年 7 月 4 日に名古屋港の 5 つのコンテナターミナル及

び集中管理ゲートで運用されている名古屋港統一ターミナル
システムが、ランサムウェアの感染を受けて停止

荷役スケジュールに影響が生じた船舶37隻（マニュアル
作業で荷役を行なったため最大24 時間程度の遅延が
発生)

  搬入・搬出に影響があったコンテナ約2万本（推計）
【出典】コンテナターミナルにおける情報セキュリティ対策等検討委員会資料
https://www.mlit.go.jp/kowan/content/001719866.pdf

【名古屋港「飛島ふ頭」
南側コンテナターミナル】

とびしま

【写真出典】
国土交通省 中部地方整備局
名古屋港湾事務所 公式 X

7

日本航空 ネットワーク障害事案（2024年12月）
 2024年12月26日、DDoS攻撃により、社外システムと通信しているシステム

（飛行計画システム等）で不具合が発生
国内線に５便の欠航、国際線11便（最大遅延幅４時間02分）、国内線60
便（最大遅延幅１時間26分）に遅延が発生

【出典】日本航空HP



２．サイバー安全保障に関する政府の取組



法律
サイバーセキュリティ

基本法
サイバー対処能力
強化法（同整備法）

経済安全保障推進法

目的
サイバーセキュリティに関
する施策の総合的かつ効
率的な推進

国家及び国民の安全を害
し、又は国民生活若しくは
経済活動に多大な影響を
及ぼすおそれのある国等
の重要電子計算機に対
する不正な行為による被
害の防止

安全保障の確保に関する
経済施策の総合的かつ
効果的な推進

基本方針等 サイバーセキュリティ戦略 基本方針 基本方針

インフラ
関係施策

行動計画
分野別ガイドライン

①官民連携の強化
②通信情報の利用

③攻撃者のサーバ等へ
の侵入・無害化

重要設備の導入・維持管
理等の委託の事前審査
等

サイバーセキュリティ対策（交通インフラ関係概観）

9
※上記のほか、サイバーセキュリティに関係する法律としては、デジタル社会形成基本法、不正アクセス
禁止法、電子署名法、個人情報保護法等がある。



能動的サイバー防御に係る法制度の全体イメージ

【出典】 内閣官房HP サイバー対処能力強化法及び同整備法説明資料 より 10



※3 内閣サイバーセキュリティセンター（令和７年７月１日に国家サイバー統括室（NCO）に改組）

サイバー対処能力強化法※1及び同整備法※2

国家安全保障戦略（令和４年12月16日閣議決定）では、サイバー安全保障分野での対応能力を欧
米主要国と同等以上に向上させるとの目標を掲げ、①官民連携の強化、②通信情報の利用、③攻
撃者のサーバ等への侵入・無害化、④NISC※３の発展的改組・サイバー安全保障分野の政策を一元
的に総合調整する新たな組織の設置 等の実現に向け検討を進めるとされた。

令和7年2月7日に「サイバー対処能力強化法案」及び「同整備法案」を閣議決定。国会での審議・修
正を経て、同年５月16日に成立、同月23日に公布。

 基幹インフラ事業者による

・ 導入した一定の電子計算機の届出

・ インシデント報告

 情報共有・対策のための協議会の設置

 脆弱性対応の強化

 基幹インフラ事業者等との協定（同意）

に基づく通信情報の取得

 （同意によらない）通信情報の取得

 自動的な方法による機械的情報の選

別の実施

 関係行政機関の分析への協力

 取得した通信情報の取扱制限

 独立機関による事前審査・継続的検査

 重大な危害を防止するための警察による無害

化措置

 独立機関の事前承認・警察庁長官等の指揮 等

 内閣総理大臣の命令による自衛隊の通信防

護措置（権限は上記を準用）

 自衛隊・日本に所在する米軍が使用するコン

ピュータ等の警護（権限は上記を準用） 等

（警察官職務執行法改正）

（自衛隊法改正）
 分析情報・脆弱性情報の提供等

等

概 要

施行期日

（整備法）アクセス・無害化措置

官 民 連 携 （強化法）
通信情報の利用 （強化法）

（第２章）

（第３章）

（第４章、
第６章）

（第22条、第35条）

（第27条）

（第５章）

（第10章）

（第９章）

（第８章）

（第42条）

その他、雑則（第１１章）、罰則（第１２章）

総 則  目的規定、基本方針等（第１章）

（内閣法改正）

（サイバーセキュリティ基本法改正）

概 要

公布の日（令和７年５月23日）から起算して１年６月を超えない範囲内において政令で定める日 等

 サイバーセキュリティ戦略本部の改組、機能強化

 内閣サイバー官の新設 等
7月１日から施行

（整備法）組織・体制整備等

11
※１ 重要電子計算機に対する不正な行為による被害の防止に関する法律（令和７年法律第42号）

※２ 重要電子計算機に対する不正な行為による被害の防止に関する法律の施行に伴う関係法律の整備等に関する法律（令和７年法律第43号）

【出典】 国家サイバー統括室HP サイバーセキュリティ推進専門家会議 第1回会合資料を基に国土交通省で作成



12【出典】 国家サイバー統括室HP サイバー対処能力強化法の施行等に関する有識者会議 第4回会合資料より

サイバー対処能力強化法に基づく「基本方針」の策定に向けて



サイバー対処能力強化法及び同整備法を踏まえた体制強化等

 新たに内閣総理大臣をトップとし全閣僚をメンバーとするサイバーセキュリティ

戦略本部の強化
 新たなサイバーセキュリティ戦略の策定

【出典】 内閣官房国家サイバー統括室HP サイバーセキュリティ戦略本部 第1回会合資料 より 13



新たな「サイバーセキュリティ戦略」（案）の全体像

【出典】 国家サイバー統括室HP サイバーセキュリティ推進専門家会議 第２回会合資料 より 14



重要インフラ統一基準の策定
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 改正サイバーセキュリティ基本法第26条第１項第３号の規定に基づき、CS戦略本部は、重要インフラのサイバーセキュリ
ティ対策強化を図るため、重要インフラ事業者等におけるサイバーセキュリティの確保に関して国の行政機関が実施する施
策の基準の作成（来年度中）や、当該基準に基づく施策の評価を行う。

サイバーセキュリティ基本法
第二十六条 本部は、次に掲げる事務をつかさどる。

三 重要社会基盤事業者等におけるサイバーセキュリティの確保に関して国の行政機関が実施する施策の基準の作成（当該基準の作成のための重要社会基盤事業
者等におけるサイバーセキュ リティの確保の状況の調査を含む。）及び当該基準に基づく施策の評価その他の当該基準に基づく施策の実施の推進に関すること。

六 前各号に掲げるもののほか、サイバーセキュリティに関する施策で重要なものの企画に関する調査審議、府省横断的な計画、関係行政機関の経費の見積りの方針及び
施策の実施に関する指針の作成並びに施策の評価その他の当該施策の実施の推進並びに総合調整に関すること。

重要インフラCS対策推進会議
（議  長：内閣サイバー官

構成員：重フラ所管省庁局長級）

CS戦略本部
（議長：総理、構成員：全大臣）

重要インフラ事業者等

業界団体等

② 業界ガイドライン等

重要インフラ所管省庁

② 省令・ガイドライン等の各種施策

③ 基準に基づく施策
の実施状況の把握
（調査、報告等）

④ 施策の評価、
実施の推進

① 重要インフラ基準の作成

【出典】 内閣官房国家サイバー統括室HP 重要インフラサイバーセキュリティ対策推進会議 第２回会合資料 より
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日時：2025年11⽉12日（水） 13:00～17:00
形態：机上演習（集合会場及びオンライン（自職場、自宅等））
参加者：内閣官房国家サイバー統括室（NCO）、重要インフラ所管省庁（金融庁、総務省、厚生労
 働省、経済産業省、国土交通省）、重要インフラ事業者等（15分野）、セプター（15分野

   21セプター）、サイバーセキュリティ関係機関

②演習の日時、形態、参加者

訓練、演習の実施（全分野一斉演習の例）

全分野一斉演習は、「重要インフラのサイバーセキュリティに係る行動計画（以下、重要インフラ行動計画と
いう）」の主要5施策のうち「防護基盤の強化」の「障害対応体制の有効性検証」に位置付けられ、以下の目
的として実施するものである。
・関係主体の組織全体の障害対応体制が有効に機能しているかどうかを確認し、改善につなげていくこと
・重要インフラ行動計画の他施策に資すること

①演習の目的

障害対応体制の有効性検証

A部門 C部門B部門

IT部門等

演習当日

IT部門等 IT部門等

事前準備 事後改善

障害対応体制が有効に機能するか検証

自組織の課題・
リスクを整理し
改善

演習で得た課題
の改善

【出典】 内閣官房国家サイバー統括室HP 重要インフラ専門調査会 第34回会合資料を基に国土交通省で作成
【障害対応体制の有効性検証図 出典】 「重要インフラのサイバーセキュリティに係る行動計画」 行動計画の取組⑤：防護基盤の強化 より



３．サイバーセキュリティに関する国土交通省の取組



18

複雑化・巧妙化するサイバー攻撃に対し、国交省、所管独立行政法人及び重要インフ
ラ分野におけるサイバーセキュリティ対策を推進。

（注1) Computer Security Incidents Response Team：情報セキュリティに係るインシデントに対処するための体制のこと。当省においてはサイバーセキュリティ対策室に設置。

① 国土交通省における対策
・ 関係規定等の整備              ：国土交通省情報セキュリティポリシー等の関係規定を整備
・ システム管理・脆弱性対応等   ：専門家による個々のシステムの脆弱性解消支援、情報システム台帳を

活用した省内システムの一元的管理（予定）、リスク情報の収集・分
析等

・監査等の実施                     ：省内の情報システム及びその管理運用に対する監査（内閣官房国家
サイバー統括室（NCO）によるものを含む。）等

・インシデント対応                   ：対応チーム（CSIRT注1）による初動対応、影響調査、原因究明、再
発防止対策支援

・人材育成・教育訓練             ：計画に基づく人材確保・育成、役割別（CSIRT、幹部、担当者）研
修、標的型メール訓練、自己点検の実施等

② 当省所管の独立行政法人（15法人）における対策
○ 独立行政法人CISO連絡会議を開催し、所管独法におけるセキュリティ対策を促進。
○内閣官房 国家サイバー統括室による独立行政法人に対する情報セキュリティ監査への協力。
○ 各法人が策定する情報セキュリティ対策推進計画の助言及び把握。

国土交通省におけるサイバーセキュリティ対策①



重要インフラ所管省庁

 国土交通省では、重要インフラ15分野のうち6分野、約1,400事業者を所管

  官民が一体となって重要インフラのサイバーセキュリティの確保に向けた取組を推進

国土交通省におけるサイバーセキュリティ対策②（事業者関係）

［航空、空港、鉄道、水道、物流、 港湾］

［金融］ ［情報通信、行政］［医療］ ［電力、ガス、化学、クレジット、石油］

国土交通省

金融庁 厚生労働省 総務省 経済産業省
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国土交通省の取組［①情報セキュリティ確保に係るガイドライン］

【出典】国土交通省HP 情報セキュリティ関連 20

行動計画
（基本法第14条）

 サイバーセキュリティ基本法

 サイバーセキュリティ戦略
（基本法第12条）

 安全基準等策定指針

 手引書

 ガイダンス
内閣官房

重要インフラ所管省庁

• 関係法令等に基づき、重要インフラ所管省庁が
定める「基準」及び「ガイドライン」

重要インフラ事業者等

• 業界団体等が定める業界横断的な「業界標準」及び「ガイドライン」
• 重要インフラ事業者等が自ら定める「内規」等

参照

法 律

閣 議 決 定

ｻｲﾊﾞｰｾｷｭﾘﾃｨ
戦略本部決定

参照

【出典】 「重要インフラのサイバーセキュリティに係る行動計画」
行動計画②：安全基準等の整備及び浸透を基に国土交通省で作成

 政府では、「サイバーセキュリティ戦略」（2021年９
月２８日閣議決定）を踏まえ、重要インフラ防護に
係る基本的な枠組みを定めた「重要インフラのサイ
バーセキュリティに係る行動計画｣（2022年６月17
日サイバーセキュリティ戦略本部決定、2024年３月
８日戦略本部改定）を改定

 国土交通省では、本行動計画を踏まえ、重要インフ
ラ事業者自らが規定するセキュリティ対策の指針とな
るよう、重要インフラ分野毎に｢情報セキュリティ確保
に係る安全ガイドライン（2024年4月）｣を改定

 安全ガイドラインでは、重要インフラ事業者における情
報セキュリティに係るリスクへの必要な備えや、有事
の際の適切な対処等を規定

 中小を含む事業者向けに「情報セキュリティ対策
チェックリスト」を作成



 重要インフラ防護に係る基本的な枠組みを定めた政府と重要インフラ事業者との官民共通の行動計画
 重要インフラサービスの継続的提供を不確かなものとするサイバー攻撃等をリスクとして捉え、リスクを許容

範囲内に抑制
 重要インフラサービス障害に備えた体制を整備し、障害発生時の迅速な復旧を図る
→国民生活や社会経済活動に重大な影響を及ぼすことなく、重要インフラサービスの安全かつ持続
的な提供を実現する

行動計画で国、重要インフラ事業者等が取り組むべき事項の「5本の柱」

（参考）重要インフラのサイバーセキュリティに係る行動計画の概要
（2022年6月17日サイバーセキュリティ戦略本部改定）

官民連携による重要インフラ防護の推進

 重要インフラ事業者の安全基準等の整備にあたって、情報セキュリティ対策の水準等を定めた安全ガイド
ラインを作成

 重要インフラサービス障害対応時の状況を把握するほか、重要インフラ事業者へ脆弱性情報を共有
 分野横断演習のシナリオ、実施方法、検証課題等の企画、分野横断演習の実施の協力 等

行動計画で求められる国が取り組むべき事項
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重要インフラ分野 事業法 サイバーセキュリティ対策の規定・規律内容(注)

事
業
法
あ
り

情
報
通
信

（電気通信） 電気通信事業法
・設備の技術基準への適合・維持
・管理規程の策定・届出 (情報セキュリティの方針・対策を含む｡)
・利用者情報の取扱い状況のリスク評価

（放送）
放送法 ・設備の技術基準への適合・維持

(設備の技術適合義務の１つとして) サイバーセキュリティの確保（ケーブルテレビ）

（
電
力
・
ガ
ス
）

電 力 電気事業法
・電気設備の技術基準への適合・維持

(設備の技術適合義務の１つとして) サイバーセキュリティの確保
  ・保安規程の策定・届出

ガ  ス ガス事業法 ・保安規程の策定・届出 (サイバーセキュリティの確保を含む。)
医 療 医療法 ・(病院等管理者の遵守事項の１つとして) サイバーセキュリティの確保

金

融

（銀行） 銀行法 ・情報の適正な取扱いその他の健全かつ適切な運営の確保（生保・損保） 保険業法
（証券） 金融商品取引法 ・業務管理体制の整備

（資金決済） 資金決済法 ・情報の安全管理のための措置
クレジット 割賦販売法 ・クレジットカード番号等の適切な管理
水 道 水道法 ・(施設の技術適合義務の１つとして）     サイバーセキュリティの確保

（
運
輸
）

航 空 航空法
・重要インフラ事業者等に対するサイバーセキュリティの確保を規定（予定）空 港

鉄 道 鉄道事業法
物 流 貨物自動車運送事業法等
港 湾 港湾運送事業法 ・事業の許可の申請（2024年3月31日施行）サイバーセキュリティの確保

事業法
なし

政府・行政（自治体）
ーーー ーーー化 学

石 油
注：2023年12月時点調べ（港湾分野を除く）。青字は、法令に「サイバーセキュリティ」の言及があるもの（言及は全て省令レベル）。記載され

ている規律内容のうち、「サイバーセキュリティ」に言及のないものは、各省庁において「サイバーセキュリティ対策」が含まれていると解釈しているもの。 22

国土交通省の取組［②事業法体系におけるサイバーセキュリティの明確化］



国土交通省の取組［③ASM］

オープンソース情報を収集・分析することで、所管重要インフラ事業者※1を
対象としたASM※2を実施

さらに得られた情報から個別事業者の評価レポートを作成
※1 航空、空港、鉄道、水道、物流、港湾分野

         ※2 Attack Surface Management  

・レーティング結果展開
・緊急性の高いものは
速やかな対策を促す

国土交通省
サイバーセキュリティ対策室

国土交通省
分野所管部局

•所管分野の傾向を把握
•安全ガイドライン等の改善
に活用省内6部局

所管重要インフラ事業者等 •セキュリティ上の弱点を把
握し、事前対策の実施や
レジリエンス改善を図る

•レーティング結果を経営層
への説明に活用6分野 約1,400事業

•リスクレーティング実施
•優先的に支援が必要となる
事業者を選定

•推奨される対策措置の検討
•分野ごとの傾向を分析
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X,テレグラム等のSNS

CS対策室

水道の申し込みサ
イトにつながらない

航空券のWEB
予約が勝手に
キャンセルされた

分野所管部局

・サイバー攻撃やシステム
障害の予兆とみられるもの
については情報提供・注
意喚起

重要インフラ
事業者等

・注意喚起等
○○便のWEBサ
イトへDDos攻撃
をしかけた

SNSモニタリングによりインシデント予兆をいち早くキャッチ
プロアクティブな対策を支援

国土交通省の取組［④SNSモニタリング］

国土交通省においてSNSを常時モニタリングし、インシデントの予兆と考えられる情報を速やかに提供する
SNSモニタリング及び情報提供サービスを実施

本サービスは、所管重要インフラ事業者等に関係するSNSユーザの投稿を収集し、システム障害やサイバー
攻撃の予兆と推定されるものをピックアップし、国土交通省内関係者及び該当する事業者へ共有・注意喚
起を図ることにより、サイバーセキュリティインシデントへの事前対処を促すもの

イメージ
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国土交通省の取組［⑤駆けつけ支援］

重要インフラ事業者にサイバーセキュリティに関する重大な事象が発生等し
た場合、専門的知見を有する職員等を現地に派遣

「国家安全保障戦略（2022年12月16日閣議決定）」において、我が国が優先す
る戦略的アプローチの一つとしてサイバー安全保障分野での対応能力向上が求められ
ている。国、重要インフラ等に対する安全保障上の懸念を生じさせる重大なサイバー攻
撃のおそれがある場合、これを未然に排除し、また、このようなサイバー攻撃が発生した
場合の被害の拡大を防止するために能動的サイバー防御の導入や、重要インフラ分
野を含め、民間事業者等がサイバー攻撃を受けた場合等の政府への情報共有、政
府から民間事業者等への対処調整、支援等の取組を強化するなどの取組が求めら
れている

重要インフラ事業者にサイバーセキュリティに関する重大な事象が発生等した場合、専
門的知見を有する職員等を現地に派遣し、「インシデントアドバイザー」の観点から、
重要インフラ事業者が実施する事案の内容の把握・分析、被害拡大防止の措置、早
期の原因究明、対応方針や再発防止策の対処の支援を実施
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組

織

概

要

設立日 2020年４月１日

会員企業 鉄道、航空、空港、物流分野の大手事業者 ９７団体 【2025年10月21日現在】
（うち、正会員70団体、賛助会員16団体、オブザーバー会員11団体）

設立目的 サイバー攻撃等に対する交通・運輸分野全体の集団防御力の向上に資する活動を推
進することで、我が国における交通・運輸サービス全体の安全・安心の向上に寄与する。

活動内容 ・参画事業者間で共通の課題に対し、協同で解決策を検討
・インシデント等の情報を参画事業者間で展開し、対策を共有
※国もオブザーバーとして、攻撃者に関する情報や最新のセキュリティ動向等を共有

交通分野横断での
セキュリティ対策活動

有識者

【物流】

【鉄道】【航空】

攻撃者

【空港】

【外部との連携】
• 他分野のISAC等との連携
• カンファレンス・講演

【交通ISAC内の情報共有】
• サイバー攻撃に関する情報共有

【人的対応力強化】
• インシデント対応演習等
• 人材育成方法の検討

【組織的対応力強化】
• セキュリティポリシー等の検討
• システム共通の安全対策の検討
• ISAC事業の企画

国土交通省の取組［⑥交通ISACとの連携］

（一社）交通ISACと連携・協力し、サイバー攻撃等に関する情報共
有網の拡充・人材育成を支援
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国土交通省の取組［⑦経済安保法に基づく事前審査］

①導入等計画書の届出

特定社会基盤事業者 事業所管大臣
関係行政機関
（外務省等）

内閣総理大臣
（NSS,内閣府）

③必要に応じ協議

④意見

供給・委託先
（ベンダー等）

②審査
（30日間（延長・短縮あり））

⑤必要があれば勧
告（命令）

• 基幹インフラサービスの安定的な提供の妨害を防止するため、国が一定の基準の
もと、基幹インフラ事業（特定社会基盤事業）・事業者（特定社会基盤事
業者）を指定し、重要な設備の導入・維持管理等の委託をする際には、事前
に国に届出を行い、審査を受ける制度を導入。本年４月には港湾分野を追加
指定。

• 国土交通省において、港湾等７分野の業者を担当。

制度のスキーム

⑴ 対象事業…現在法律で次の1５分野を外縁として規定。それぞれの分野について、必要な範囲に細分化し政令で絞り込む。

⑵ 対象事業者（特定社会基盤事業者）…絞り込んだ事業ごとに、事業所管大臣が、省令で基準を作成し、該当する者を告示で指定。

1.電気 2.ガス 3.石油 4.水道 5.鉄道
6.貨物自動車運送 7.外航海運 8.港湾運送（※） 9.航空 10.空港

11.電気通信 12.放送 13.郵便 14.金融 15.クレジットカード

⓪設備導入の契約等

27【出典】 内閣官房 基幹インフラ役務の安定的な提供の確保に関する制度の概要資料について（詳細版）を基に国土交通省で作成



（参考）経済安全保障推進法基幹インフラ制度 港湾運送分野追加

安保法 港湾追加

28【出典】 内閣官房HP 経済安全保障法制に関する有識者会議 第12回資料 より



Ministry of Land, Infrastructure, Transport and Tourism

ご静聴ありがとうございました
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